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OFFICE OF THE POLICE AND CRIME COMMISSIONER
OFFICE OF THE CHIEF CONSTABLE

JOINT AUDIT COMMITTEE


12th June 2024


Present:	Mrs D Turner (Chair) – Business Assurance Framework 
and Sustainability Lead
Mr G Watts (Vice Chair) – Finance and External Audit Lead
 	Dr J Wademan – ICT and Change/Project Management Lead
Mr A Blackmore – Risk Management and Treasury Management Lead
Mr A Johns – Internal Audit, Governance and Estates Lead 

Together with:	Mrs J Mudd – Police and Crime Commissioner (PCC)
Ms E Thomas – Deputy Police and Crime Commissioner (DPCC)
Mr D Garwood – Chief Finance Officer (OPCC) – (CFO (OPCC))
			Mrs S Curley – Chief Executive (CEx)
Mrs J Regan – Head of Assurance and Compliance (HoAC)
Mr M Hobrough – Deputy Chief Constable - (DCC)
Mr N McLain – Assistant Chief Constable Organisation – (ACC - Org)
Mr M Coe – Chief Finance Officer (CC) – (CFO (CC))
Mrs N Gilbert – Information Services Manager – (ISM)
Mr R Fuller – Detective Inspector Counter Corruption Unit – Professional Standards – (CCU)
Mrs L Bartley – Superintendent – Continuous Improvement Department (CID)
Mrs B Barne – Governance Policy and Risk Manager – (GPRM)
Mr S Gourlay – TIAA (TIAA)
Mr D Williams – Audit Wales (AW1)
Ms C Bates – Audit Wales (AW2)
Mr Mike Corcoran – Internal Audit, Torfaen County Borough Council (TCBC)
Mr S Howells – Standards and Governance Officer (SGO)


	The meeting was held in Yew Room and on Teams and commenced at 10:00am.  

	Action



	1. APOLOGIES 

	

	Apologies for absence were received from Ms P Kelly, Chief Constable, Mr R Harries, Audit Wales, Mr G Gray, His Majesty’s Inspectorate of Constabulary and Fire and Rescue Services Force Liaison Lead, Ms Karen Thomas, Change Management Manager, Ms F Roe, TIAA and Mrs N Warren, Governance Officer.


	


	2. DECLARATIONS OF INTEREST

	Action

	There were no advance declarations made in relation to the business to be transacted.

	

	3. MINUTES 

	

	The minutes of the meeting held on 21st March 2024 were received and confirmed.  

	



	4. ACTIONS

	

	We received and noted the actions from the meeting held on 21st March 2024 and actions outstanding from earlier meetings.
  
Action 2, 21st March 2024, Actions.  Having reviewed the Headquarters Post Occupancy Evaluation Report the following amendments were noted:

· The ‘Now booking system’ should read the ‘New booking system’, this was noted on two occasions within the report. 

The Chair referred to the labelling of equipment in rooms which was due to be completed by May and suggested this was a minor issue that should have been done by June.  It was agreed the timeliness of this action would be reviewed.  

The Chair asked if the microwaves had been labelled to identify those specifically for vegan foods and the ACC confirmed they had. 

Our attention was drawn to the reliance placed on the use of the Headquarters (HQ) welcome pack.  The Chair suggested checks should be conducted with new employees to ensure they had read and understood the guidelines within the pack as many of the actions in the Post occupancy report related to employees following them.  

Action 1, 14th September 2023, Actions.  It was agreed the action could be closed as the final version of the Memorandum of Understanding for the Shared Resource Services (SRS) had been agreed at the Finance and Governance Board (FGB) in the previous week. 

Action 2, 14th September 2023, To Discuss New Risks and Changes to the Risk Ratings.  The Chair was awaiting an update on the Sharia Law report from the Local Government Association relation to pension schemes, to determine the impact this may have on pensions should some employees not wish to participate in the Force’s pension schemes.

Action 4, 27th July 2023, Draft Estate Strategy.  The review of the Estate Strategy had been delayed due to the pre-election period in May and therefore the Estate Strategy Board (ESB) had been postponed.  It was agreed the JAC Estate Lead would have sight of the proposed Estate Strategy Framework for comment prior to its presentation to the July ESB.  A Draft Estate Strategy would be presented to JAC in September for comment prior to final approval at the following ESB  

Action 9, 8th March 2023, Update on the Actions in the Audit Wales Management Letter.  The ACC agreed to obtain an update from the Joint Head of ICT on the completion date in relation to Disaster Recovery arrangements. 

The JAC ICT referred to the increased dependency on collaborative working and suggested there should be a review of current vacancies in the South Wales Police (SWP) ICT service area, to ascertain if there was sufficient resilience to ensure service provision in Gwent Police. The ACC - Org assured JAC there was an establishment of 180 employees within SWP ICT and vacancy levels had decreased significantly since the newly Joint Head of ICT had been in post.  The ACC agreed to obtain the current number of vacancies versus the planned number by the following meeting. 
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	5. JOINT AUDIT COMMITTEE TERMS OF REFERENCE 

	

	We received the Joint Audit Committee Terms of Reference (ToR).

The Chair invited all attendees to introduce themselves to provide a summary of their role in relation to the Committee. 

As the JAC members’ 1-1 reviews had been completed at the beginning of the year and the ToR had recently been updated, the Chair explained it was timely to clarify the scope of the role of JAC members.  This would ensure they were able to continue to effect change and add value to the Committee using their expertise as lead members, whilst remaining within the remit of their ToR.

The Chair referred to responses within the JAC Self-assessment and clarified that JAC members were to have sight of strategic risks and not Force operational risks.  Although His Majesty’s Inspectorate of Constabulary and Fire and Rescue Service (HMICFRS) operational themed reports were not within the ToR scope, attendance of the HMICFRS Force Liaison Lead could provide JAC members with assurance that there were no major issues of concern.
 
The ACC explained that JAC members had been instrumental in raising awareness by seeking assurance on areas of concern, prompting a Force response resulting in improvements in those areas, such as evidential storage.

The DPCC emphasised the importance of scrutiny that JAC members provided and suggested the role of JAC should be jointly promoted internally by the Heads of Communication in the OPCC and the Force.  

The Chair suggested ongoing training such as Deep Dives should be noted within the next iteration of the ToR report.

	


























HoCE/
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Action

	6. The information contained in the report(s) below has been subjected to the requirements of the Freedom of Information Act 2000, Data Protection Act 2018 and the Office of the Police and Crime Commissioner for Gwent’s public interest test and was deemed to be exempt from publication under section 7.
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7. TO DISCUSS NEW RISKS AND CHANGES TO RISK RATINGS

	

	We received the Risk Register and a short presentation.   

Two new ‘risks’ had been added to the Risk Register following the last meeting i.e. IPV6 Migration and Control Room systems. There were also two new ‘issues’ i.e. Strategic Workforce Planning and Go Safe funding. Both issues and risks had received a high severity rating. Data Quality Issues and CCTV ISO Accreditation had been removed from the register following resolution. 

The JAC Risk Lead thanked the GPRM for her presentation summarising the risks and issues and was assured by the progression being made to address them.  It was acknowledged there was a clear set of actions, mitigation and control and desired outcomes in place, however, it was suggested the presentation would benefit from further narrative with the addition of timelines to implement the actions for future presentation to JAC.  

The Chair asked when the timescales were set for an issue to be resolved, or managed as a risk.   The ACC – Org assured JAC there was a process in place to manage this via the risk owner and the risk manager and the timescales were indicated within the risk register.

The revised format of the risk register had been agreed in principle by JAC, however, there were a few minor tweaks that could improve it further for ease of use; such as the removal of some of the superfluous headings. The JAC Risk Lead agreed to provide a list to the GPRM outside of the meeting.  

The JAC Finance/External Audit Lead requested that the rationale for actions not being progressed should also be listed.  It was noted that the risk owners required updating, as the recently retired Assistant Chief Officer - Resources was recorded for some of the risks.  The ACC – Org assured JAC members the risk owners would be updated through the relevant governance boards.  

A discussion ensued regarding the original risk narrative being updated to reflect the current level of risk.  It was suggested that once the superfluous headings had been removed from the register, it would become apparent what the current level of risk was and what mitigating action had been conducted, as it should all be contained within one page. 

It was noted that some Police Officers had failed the fitness test.  JAC asked when this situation would become unsustainable in terms of resilience, if too many officers were to fail the test and were not in a position to re-train to reach full fitness.  The ACC – Org advised JAC there were very few officers who failed the fitness test.  These abstractions were considered along with sickness levels at the weekly Chief Officer Team (COT) and Strategic Workforce Planning meetings, to ensure sufficient resources could be deployed to areas of risk such as Response and the Criminal Investigation department.

The DCC confirmed the deployability of Police Officers differed to that of the establishment numbers in Force. This was a national issue and Forces were looking to increase capability on the frontline. The College of Policing (CoP) had conducted a comprehensive review of the Officer Safety Training (OST) Programme and under disability provisions, the fitness test element of the training programme had been modified for some serving officers with protected characteristics. The Force had an overall compliance rate of over 95%.  

The increase of injury on duty and assaults on emergency workers had impacted on delivery of service, due to needing extended mandatory OST.  Some Police Staff also required the training, further increasing the impact on delivery. Although the training required a significant number of calendar days over the course of the year, it was required to protect the welfare of the Police Officers and Police Staff and to prevent less injury in the long term. 
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Action

	8. INTERNAL AUDIT (TIAA)- INFORMATION DISCLOSURE REPORT AND COLLABORATIVE RISK MANAGEMENT

	

	We received the following updates:

a) Audit update on the TIAA Review of Information Disclosure

The ACC - Org confirmed the information disclosure risk had been added to the risk register and was assessed as a medium risk. JAC members would have sight of the updated register at the following meeting.

The ACC-Org assured JAC members that the OPCC had recently received an update on the work of the Information Services department at their Scrutiny meeting including the two main issues raised by TIAA

The ACC reminded JAC that there were two main issues raised during the TIAA review relating to reduced performance, such as resourcing issues and increased demand.   

The Information Services Department has 50 staff responsible for data management disclosure across the Force, including Firearms licencing.  
The ACC assured JAC members that resources had subsequently been increased to full establishment and some of the backlogs had been reduced as a result. A Departmental review was also in the process of being undertaken and early indications were that resources may need to increase further to meet demand.   

However, redaction of Body Worn Footage (BWF) for Subject Access Requests (SARs) was causing a particular issue, due to the time taken to manually redact other images from the footage. BWF was not an issue in previous years, as cameras were not worn at that time.  New software was being implemented in August/September 2024 to speed up the redaction process.

Additional Artificial Intelligence software was also to be implemented in September 2024 for the redaction of paper documents, thus reducing human error and again speeding up SAR responses.

Egress was used for the delivery of the majority of SAR responses. However, there was a TIAA recommendation relating to delivery of physical transfer.  A data subject had received his disclosure at his home address by post and it appeared to have been tampered with, resulting in the requester claiming that a data breach had occurred.  The information has to be provided as per the requester’s specification, therefore, a disclaimer has subsequently been added to any future responses by post. 

There were also delays in responding to requests for information by Force Departments.  On occasion, there had been issues with the wrong Department receiving the request and TIAA recommended the Single Point of Contact (SPOC) forwarded the request to the correct Departmental SPOC to action.  Following consideration, the Force had decided not to take this course of action as it was identified that SPOCs were not signposting the action upon receipt and adding it to their workload, thus causing further delays.   The Disclosure Team have retained the responsibility of contacting the appropriate Department for the time being. This process would be monitored going forward and amended if required. 

JAC asked if the onus was on the SPOC to advise on who should receive the request, if it was not for their Department.  The Information Services Manager (ISM) advised this was complex due to some of the requests spanning across many Departments, so it was easier if the Disclosure Team maintained ownership and logged where the request had been sent.   Consideration had been given to the use of a case management system, but due to cost implications this had not been explored further although there were other options under consideration that were in the process of being reviewed.

The main areas of focus this year was to increase SAR and Freedom of Information Request (FOI) compliance.  The improvement action plan would assist with this process and in addition to the performance data provided to the COT, would advise where the outstanding FOIs were within the Force and who they could contact to expedite the process more swiftly.  

Furthermore, the ISM was upskilling staff within the Disclosure and Barring Service (DBS) team to increase compliance.

The Chair asked it some of the FOIs could have been refused given the complexity, time and cost taken to complete the requests, or was this exemption not utilised as it could affect the Force’s reputation. The ISM confirmed they did utilise the over 18 hour exemption when applicable.  JAC asked if there was legal advice available and the ISM confirmed advice could be sought from the National Police Freedom of Information and Data Protection Unit if required when applying exemptions.

The JAC ICT Lead asked if the Force had ever received any warnings or fines from the Information Commissioner’s Office (ICO). The ISM explained the ICO were only able to issue Decision-Notices and Enforcement Notices to compel compliance in relation to FOIs. The ISM confirmed they had received decision notices as published on the ICO website.  This information could not be rescinded in law, therefore the ICO had agreed to provide a note to the summary page, to explain the error, rather than go through a costly Appeal process whereby the outcome would ultimately be the same. The force had not received any fines in relation to SARs. 

The JAC ICT Lead acknowledged the processes within the Department were to be refined and asked if employees understood the importance of the FOI process.  The ACC - Org explained that recording low compliance as a corporate risk would assist in ensuring it was taken seriously.  The performance data presented weekly to the COT for review would also highlight the areas that needed review. 

The Chair advised that JAC members would request a further update once the risk had been updated with timelines for completion of the actions. 

b) Verbal Update on Collaborative Risk Management

Changes have been made to Risk Management following TIAA’s recommendation. The Governance and Assurance Department had undergone a re-structure.  There were three Officers accountable for risk as opposed to one, providing resilience, each of whom managed a portfolio of Chief Officer Boards.  All updates were presented in a timely manner to the relevant oversight boards, ensuring the DCC had sight of the updates and any changes to risk ratings at the Scrutiny Executive Board (SEB).  Risk Management Training had been undertaken by various officers within the Team and further training was planned for risk owners.  
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	9. The information contained in the report(s) below has been deemed not to be subject to the requirements of the Freedom of Information Act 2000, Data Protection Act and the Office of the Police and Crime Commissioner for Gwent’s public interest test and is deemed not to be exempt from publication under Section 7

	Action





	10.  INTERNAL AUDIT (TIAA)

	

	We received the Update Report and the Annual Report 2023/24.

The Chair/Sustainability Lead referred to the requirement for organisations to identify their climate change risks and other aspects of sustainability, particularly financial risks; and asked when the Greener Gwent Forum Sustainability Strategy would be presented to JAC.  The ACC – Org agreed to meet with the Chair/Sustainability Lead to discuss the Greener Gwent Forum Sustainability Strategy, prior to its presentation to JAC meeting. 

The CFO (OPCC) advised that the effect of climate change and its financial impact would also be reflected in the Force Management Statement (FMS)

The JAC ICT Lead drew our attention to Page 4 appendix A and asked if there were delays in audits; and also noted on page 5 that site work had commenced and questioned this given the year-end date had passed.  TIAA  confirmed there had been delays in completing two of the collaborative audits due to not having received all of the responses from all Forces involved.  However, some responses had subsequently been received and both reports were nearing completion. 

The overall Head of Internal Audit opinion was that reasonable and effective risk management control and governance processes were in place based on the work undertaken throughout the year.  Reasonable being the highest level that could be obtained. 

The CFO (OPCC) thanked the JAC members for receipt of their comments on TIAA service provision prior to the tender process.  He confirmed TIAA had been successful in securing a further contract from September 2024 to September 2027 following a robust tendering process, subject to appropriate security and vetting arrangements etc.  

	



ACC-ORG/
JAC CHAIR





	11. INTERNAL AUDIT (TORFAEN COUNTY BOROUGH COUNTY COUNCIL)

	

	We received the Torfaen County Borough County Council (TCBC) Shared Resource TCBC Annual Report on SRS Audits 2023/24 – including audit plan for 2024/25.

JAC noted there were no audits with limited or moderate report ratings, all were reasonable to full ratings. 

It was noted the audit plan had to be flexed and the JAC ICT Lead questioned if the same issue could occur this year. TCBC confirmed the plan was a live plan and was flexed to move reviews across the quarters when required, purely to accommodate SRS if needed. There was only one audit conducted in April 2024, outside the end of year date, which was primarily due to the reliance on one specific person in SRS who had subsequently retired.  As a consequence, ten new staff members were being trained in that area or work to provide resilience.  

The JAC ICT Lead asked if the audit plan was based on a risk based approach.  TCBC informed JAC that the plan was moving towards a risk based approach.  TCBC reviewed documents including Strategies, the Risk Register and had discussions on forthcoming areas of work with SRS Managers prior to drafting a plan, which was presented for approval to the FGB, at which time additional audits could be added.  The SRS determined the initial risk level of their own functions. The JAC ICT Lead questioned if TCBC had confidence that the risks were being addressed and TCBC confirmed he was from the information provided, unless there was information he was not made aware of.

The CFO (CC) assured JAC members that TCBC had recently presented the report to the FGB for scrutiny and it was very well received.  Areas with high numbers of recommendations were being revisited quite quickly, to ensure the actions had been carried out.

JAC members thanked TCBC for the reports and noted the continued improvement. 

	







Action

	12.  EXTERNAL AUDIT

	

	We received the External Audit Update Report. 

AW confirmed audit planning work had commenced for 2023/24 and the plan was to be presented to JAC following agreement by the Management Team.

AW would be utilising Inflo Collaborate to share information with the Force Finance Team again this year, given its success last year. 

The report referenced the Local Government’s Accounts Audit Letter 2023/24, thereby providing key information on the audit cycle for 2023/24; preparation of accounts and audits; and a proposed timetable for the 2023/24 audits and for the subsequent two years. 

If AW was in receipt of a good set of accounts by the 30th June 2024, supported by quality working papers, they aimed to deliver the audit by the 30th November 2024 statutory deadline. 

The JAC Finance Lead looked forward to receipt of the audit plan at the following meeting.  However, having recently met with AW and the CFOs it had become apparent that due to unforeseen circumstances, the 30th November deadline may not be met this year.  Although the CFOs may be able to provide certain information within the expected timescales, other information would not be available on time thus impacting on the audit process timeline.

JAC members noted the challenges with key staff members leaving and other staff abstractions and acknowledged that the welfare of the Finance staff was a priority.  The Chair asked the CFO (CC) to consider if there was sufficient resilience in the Finance Team to conduct the usual daily activities given the role changes and abstractions in the Department.   

The JAC Finance Lead asked that the OPCC/Force were not disadvantaged by organisations that met the 30th June, but whose accounts could take a substantial amount of time to validate; given that historically a good set of accounts and working papers had been presented by the OPCC/Force.

AW clarified the 30th June deadline was across all Local Government organisations and AW would continue to work closely with the OPCC/Force as much as possible against other competing demands during that time. 

The JAC ICT asked what the impact would be on audit timelines should the joint operations for South East Wales City Deal become more complex and who were in the same cohort for audit in terms of the timeline.  AW assured JAC members there would be no direct impact on the OPCC/Force, as the audits were conducted by local audit teams due to their complexity.

The JAC Chair asked if the deadline had been changed formally. The CFO (CC) confirmed the Welsh Government were updating the regulations to reflect the changes to this year’s deadline and the following three years with the intention of returning to the original sequential timetable.   JAC requested an update on Welsh Government regulation changes. 

A discussion then ensued regarding the comparison of current Public Sector Audit Appointment fee rates; and it was suggested that AW fee charges may be too low, which was reflected in the retention levels of AW resources. 
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13. OUTSTANDING AUDIT INSPECTION RECOMMENDATIONS

	

	We received the Outstanding Audit Inspection Recommendations reports.  

There were 10 new open SRS recommendations in relation to Gwent Police and all were on track.

TIAA audits recommendations were progressing well. There was one priority 1 recommendation which had been discussed at length during item 7a, Information Disclosure.  

JAC agreed the extension requests.

JAC acknowledged the progress made in this area. 

	










Action

	14. [bookmark: _Hlk166825227]FINANCIAL PERFORMANCE REPORT – VERBAL UPDATE

	

	The CFO (CC) confirmed there would be an underspend for the year as forecasted in Q3, albeit a smaller underspend of less than £2m resulting in a slight increase on opening reserves to approximately £31m before reserve use to fund the Capital Programme.   This was mainly due to benefiting from higher interest rates and non-recurrent funding streams at the end of the year.   It was agreed that the Financial Performance Report Q4. would be circulated to JAC members upon completion. 

	




CFO (CC)

	We took a short working lunch.

	

	The meeting was adjourned for the ‘Ethics and Culture – (linked to Professional Standards Department) Deep Dive’ and recommenced with the ‘The Annual Code of Ethics and Compliance Report’.

	

	15. [bookmark: _Hlk165623917]ANNUAL CODE OF ETHICS AND COMPLIANCE REPORT

	

	We received the Annual Code of Ethics and Compliance Report, this was covered in detail in the Deep Dive.

	

	16. [bookmark: _Hlk166825607]FORCE ANTI-BRIBERY AND CORRUPTION POLICY 

	

	We received the Anti-Bribery and Corruption Policy and it had remained largely unchanged. JAC members were advised of the minor amendments.  

This item was mainly covered in detail in the Deep Dive. However, the JAC ICT Lead asked a supplementary question to ascertain if there had been any fraudulent activity relating to procurement activity and what impact the new forthcoming procurement legislation would have in terms of the prevalence of such activity.   The CCU confirmed there had been no recorded activity in the Force.  TIAA informed JAC members that one of the key areas within the new legislation was to promote more transparency and this may act as a further deterrent or to trigger referrals.  The CFO (CC) assured JAC members there were multiple layers of segregation of duty within Departments when setting up suppliers, changing bank accounts etc. 

	

	17. TERMS OF REFERENCE COMPLIANCE, SELF ASSESSMENT RESULTS AND JAC SELF ASSESSMENT ACTION PLAN

	

	We received the Terms of Reference and Compliance, Self-assessment Results and JAC Self-Assessment Action Plan.
The Chair requested that JAC members indicated whether the actions on the plan resulting from the 2024 Self-assessment were comments, or if they should remain on the plan as an action.  

	


JAC Members




	18.  ANY FEEDBACK OF RELEVANCE TO JAC FOR INCLUSION UNDER RELEVANT REPORTS FROM OTHER ORGANISATIONS

	Action

	There were no reports for discussion.
	


	19. ANY OTHER BUSINESS

	

	The Chair asked for the Deep Dive topic list to be circulated to JAC members to select topics within the following week. 

We agreed Financial Outlook 2025 as the risk deep dive for September 2024  

	JAC Members


	20. TO IDENTIFY ANY RISKS, TRAINING REQUIREMENTS OR      ETHICAL MATTERS ARISING FROM THIS MEETING

	

	No new risks were identified during the meeting.
	


	The meeting concluded at 14.23pm
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